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جهان عرب

‏میراث‏دزدی
در کرانه باختری

 درباره شهر باستانی »سبسطیه«
و مناقشه اسرائیل و فلسطین بر سر آن

 بــرای مــا ایرانی‏ها که تخت‏جمشــید را داریــم، درک این 
موضوع دشــوار نیســت که آثار باســتانی یک ملت بخش 
مهمی از هویت ملت اســت. ایرانی‏ها تاریخ کهن خود را به 
دورانی نســبت می‏دهند که بقایای بناهایی ملموس از آن 
دوره وجود داشته باشد. چه احساسی به مردم ایران دست 
می‏دهد اگر دشــمنی بیاید و تخت‏جمشید را تصرف و در 
اختیار خود قرار دهــد. ایرانی‏ها احتمالًا می‏گویند میراث 
تاریخی ما دزدیده شــده. ســایر ملل نیز روی آثار تاریخی 
خود حساس هستند. همه ملت‏ها ازجمله فلسطینی‏ها. 
آن‏ها هم سبسطیه را دارند؛ شهری که به استناد اکتشافات 
باستان‏شناسی قدمتی چندهزارســاله دارد. »سبسطیه« 
شهری‏ است در میان رشته‏کوهی که »نابلس« را به »جنین« 
پیوند می‏دهد. این شهر در کنار ارزش تاریخی‏اش، حالا در 
کانون توجه سیاستمداران فلسطینی و اسرائیلی قرار گرفته. 
اما چرا این شهر باستانی مورد مناقشه اهالی سیاست شده؟ 
پاسخ این پرسش را باید از دل بناهای باستانی این منطقه 
یافت. سبســطیه از دیدگاه تاریخی جایگاهــی ویژه دارد؛ 
از روزگار کنعانی‏ها و آشــوریان تا رومی‏ها و مسلمانان، هر 
تمدنی بخشی از هویت این مکان را پدید آورده است. وجود 
آرامــگاه حضرت یحیی‏)ع( در دل این شــهر، آن را به یکی 
از برجســته‏ترین مراکز مذهبی مشترک میان مسلمانان و 
پیروان مسیحیت تبدیل کرده است. داستان زمانی آشکارتر 
شد که در ۲۲ اردیبهشــت‌ماه ۱۴۰۴، »ایدیت سیلمان«، 
وزیر محیط‌زیست اسرائیل، »آمیخای الیاهو«، وزیر میراث 
و »یوســی داگان«، رئیس شورای شــهرک‏های شمالی به 
این مکان رفتند و با همراهی رسانه‏ها، آغاز طرح »بوستان 
ســامره« را اعلام کردند. شــهردار سبسطیه، محمد عازم، 
همان زمان هشــدار داد که این طرح تجاوز به آثار تاریخی 
اســت. به گفته‏ او، این پروژه نزدیک به ۸۰ درصد از ۱۰۰۰ 
دونم )یکای اندازه‏گیری زمین( این ناحیه را در بر می‏گیرد. 
از ســوی دیگر گروه‏های اســرائیلی، با پشتیبانی امنیتی 
گسترده کار پاک‏ســازی، کندوکاو و کاوش را آغاز کرده‏اند. 
همین امر باعث می‏شود تا رفته‏رفته صاحب حقوق معنوی 
این شهر شوند. به گفته‏ یکی از مسئولان وزارت گردشگری 
فلســطین، اســرائیل در سال گذشــته میلادی، مبلغ ۲۹ 
میلیون شِــکل )نزدیک به ۸ میلیــون دلار( برای این طرح 
کنار گذاشته است؛ طرحی که به باور فلسطینیان نه برای 
گردشگری، بلکه تلاشی برای ساخت واقعیت‏های تازه در 
میدان است. اما چرا سبسطیه تا این اندازه مهم است؟ نام 
این شهر در روزگار رومی »سباستی« گذاشته شد، به‌معنای 
»شایسته‏ احترام«. همچنین بسیاری از سازه‏های تاریخی 
کنونی به دوران فرمانروایی هیــرود برمی‏گردد. این مکان 
بخش‏هایی چون گورستان رومی، زیارتگاه حضرت یحیی، 
مســجد او، کاخ قاید، میدان باســیلیکا، برج هلنیستی و 
پرستشگاه آگوســتوس را در خود دارد. از سوی دیگر، کنار 
هم‏زیستن نشانه‏های تمدنی گوناگون در این شهر، آن را به 
نمونه‏ای زنده از تاریخ چندلایه‏ی فلسطین بدل کرده است؛ 
تاریخی که در خطر نابودی یا دگرگونی قرار گرفته اســت. 
»دورغــام فارس«، مدیــر دفتر وزارت گردشــگری و میراث 
فرهنگی فلسطین، در سخنانی تند، آنچه در سبسطیه رخ 
می‏دهد را بخشــی از نقشه‏ فراگیر اســرائیل برای چیرگی 
بر مناطق تاریخی فلســطین در »منطقه‏ ج« بر پایه‏ پیمان 
اسلو دانســت. از دیدگاه او، دولت اسرائیل با بهره‏گیری از 
بی‏توجهی جهانی برآمده از گرفتاری‏های دیگر، طرح‏هایی 
را پیش می‏برد که نه برای آبادانی، بلکه برای دســتکاری و 
دگرگونی چهره‏ تاریخی ســرزمین‏های فلســطینی‏ است. 
این نخستین‌بار نیست که اسرائیل دست به چنین کارهایی 
می‏زنــد. در دهه‏های گذشــته، نواحی بســیاری در کرانه‏ 
باختری مانند الخلیل، بیت‏لحم، و جاهایی پیرامون اورشلیم 
نیز شاهد چنین پروژه‏هایی بوده‏اند. اما سبسطیه، به‏دلیل 
جایگاه نمادین‏اش همواره در کانــون نگاه‏های تاریخی و 
دینی قرار داشته است. از همین رو، فلسطینیان، بی‏توجه 
به دیدگاه‏های سیاسی‏شــان، آن را بخشی جدانشدنی از 
هویت خود می‏دانند. در چنین اوضاعی، پروژه‏هایی مانند 
»بوستان سامره« که قرار است توسط اسرائیل احداث شود، 
نه‏تنهــا تهدیدی بــرای میراث فرهنگی، کــه خطری برای 
حافظه‏ جمعی فلسطینیان نیز به‏شمار می‏روند. این همان 
حافظه‏ای ا‏ست که ملت‏ها با آن خود را تعریف می‏کنند. پس 
اگر این حافظه جمعی ضعیف شــود، هویت ملت ضعیف 
خواهد شد. این همان چیزی ا‏ست که اسرائیل می‏خواهد؛ 
فلســطینِ بی‏هویت و عرب‏هایی که خودشان هم با تاریخ 
خــود بیگانه‏اند. پس آن‏چــه  نزاع دیرینه فلســطینی‏ها و 
اسرائیلی‏ها را ژرفا بخشیده، نه لزوماً سیاست بلکه مالکیت 
آثار باستانی این منطقه اســت؛ آثاری که نمایانگر هویت، 
فرهنگ و تاریخ یک ملت هســتند. حال جنگ بر سر این 

است که کدام ملت می‏توانند حقانیت خود را اثبات کنند.

از خبرنــگاران خط‌مقــدم درگیری‏ها در برابــر تروماهای نیز 
بخشی از پروتکل‏های ایمنی است. اصل طلایی این است؛ 
‏اگر برای شــرایط جنگی آموزش لازم را ندیده‏اید و تجهیزات 
ایمنی و وســایل محافظتی از جان خــود و گروه‏تان ندارید، 
محتاط باشید و بی‏پروایانه عمل نکنید. فراموش نکنید، شما 
باید در سلامت باشید تا بتوانید جنگ و منازعه را روایت کنید.

پروتکل‏های تولید محتوا در شبکه‏های اجتماعی �
شــبکه‏های اجتماعی در عصــر فناوری‏ کنونــی یکی از 
مهم‏تریــن ابزارهای روزنامه‏نگاری‏اند؛ به‏ویــژه در زمان جنگ 
که نیاز به انتشــار سریع اطلاعات، دسترسی به منابع محلی 
و تعامل مســتقیم با مخاطبان جهانی بیش از پیش احساس 
می‏شود. پلتفرم‏هایی مانند ایکس )توئیتر(، تیک‏تاک، تلگرام 
و اینستاگرام به روزنامه‏نگاران، فعالان و حتی شهروندان عادی 
امکان می‏دهند تا درگیری‏ها را مســتند کنند، روایت‏هایشان 
را با هزاران و بلکه میلیون‏ها کاربر، بیننده و شــنونده دیگر به 
اشــتراک بگذارند و ادراکات جهانی را در لحظه شکل دهند. 
تجربه جنگ‏های ســال‏های ۲۰۲۱ به این‌ســو به‏ویژه جنگ 
روســیه و اوکراین و بعدتر حملات سبعانه رژیم صهیونیستی 
به نوار غزه، پلتفرم‏هایی مجــازی را به کانال‏های حیاتی برای 
به‏روزرســانی‏های لحظه‏ای تحولات جنگ تبدیل کرده است. 
روزنامه‏نــگاران و شــهروندان ویدئوهایــی از حمله‏ها و تخلیه 
غیرنظامیــان و روایت‏های شــخصی از بقا منتشــر کردند که 
میلیون‏ها بازدید به دست آوردند و حتی به‏عنوان مدرکی برای 
تحقیقات جنایات جنگی مورد توجه قرار گرفتند. با این حال، 
همین ویژگی‏هایی ســرعت، دسترس پذیری و انتشار انبوه و 
به‏اصطلاح ویروســی در‏عین‏حال که شبکه‏های اجتماعی را 
قدرتمند می‏کنند آن‏ها را به بســتری برای اطلاعات نادرست 
و پروپاگانــدا تبدیل کرده‏انــد. درواقع تجربه‏های جنگ‏هایی 
که در ســالیان اخیر به چشــم دیده‏ایم به ما ثابت می‏کند که 
خبرنگاران و روزنامه‏نگاران در رسانه‏ها و همین‏طور مخاطبان 
و مصرف‏کنندگان محتــوا نیازمند پروتکل‏هــای دقیق برای 
اطمینان از صحت، اخلاقی بودن و ایمنی محتوای شبکه‏های 
اجتماعی هستند. این همان چیزی است که عالمان ارتباطات 
و رســانه‏، از آن به‏عنوان شمشــیر دو لبه فناوری یاد می‏کنند. 
شمشــیری که در کنــار فرصت‏های بی‏ســابقه، چالش‏‏زا نیز 
هست. زیرا در مناطق محل منازعه و جنگ، یعنی حوزه‏هایی 
که دسترسی به اطلاعات قابل اعتماد محدود است، پیامدهای 
گزارشــگری نادرســت به تشــدید تنش و درگیــری، به خطر 
افتادن جان افراد یا فرسایش اعتماد عمومی می‏انجامد. برای 
مدیریت این پیچیدگی‏ها، سازمان‏های خبری مرجع و معتبر 
پروتکل‏های جامعی برای تولید و انتشار محتوا در شبکه‏های 

اجتماعی در زمان جنگ تدوین کرده‏اند.

به مراجع اصلی تکیه کنید �
در قلب پروتکل‏های شبکه‏های اجتماعی در زمان جنگ، 
تعهــد به اخلاق روزنامه‏نــگاری قرار دارد که همانند اشــکال 
ســنتی خبررســانی و گزارشــگری، معطوف به ویژگی‏های 
منحصربه‏فرد پلتفرم‏های دیجیتال است. دستورالعمل‏های 
ویراستاری اغلب بنگاه‏های بزرگ رســانه‏ای از روزنامه‏نگاران 
می‏خواهند از ابراز نظرات شخصی، گمانه‏زنی‏ها، احتمالات 
و اظهارات بی‏بنیاد در مناطق جنگی خودداری کنند. چراکه 
یک اظهارنظر غیرمسئولانه ولو اینکه نیت خیر پشت آن باشد، 
علاوه بر اینکه به اعتبار سازمان آسیب می‏رساند، حس ترس 
و اضطراب را در میان کاربران که در موقعیت شــکننده از نظر 
توان روحی قرار دارند، افزایش می‏دهد یا از از سوی دشمن و 
ستون پنجم آن به‏عنوان سلاح استفاده شود. اغلب رسانه‏های 
اسم‏و‏رسم‏دار جهانی رویکرد سختگیرانه‏ای دارند و خبرنگاران 
و گزارشگران خود را از انتشار اطلاعات تأییدنشده یا جزئیات 
حســاس درباره همکاران، مانند تلفات یا مفقودان در هنگام 
حمله‏ها یا آســیب‏های واردشــده به مکان‏های مختلف منع 
می‏کنند. این احتیاط حیاتی است، زیرا یک پست بی‏ملاحظه 
می‏توانــد خطراتی را برای افراد حاضر در محل افزایش دهد. 
برای نمونه روزنامه گاردین به روزنامه‏نگاران توصیه می‏کند از 
بازنشر محتوای توهین‏آمیز یا تحریک‏کننده، حتی برای نقد، 
خودداری کنند تا از تقویت روایت‏های تفرقه‏افکن جلوگیری 
شــود. این موانــع اخلاقی تضمین می‏کنند که پســت‏های 
شبکه‏های اجتماعی با اصول اصلی روزنامه‏نگاری هم‏راستا 

باشند. دقت فراتر از بی‏طرفی، اهمیت اساسی دارد.
 ســرعت شــبکه‏های اجتماعی می‏تواند روزنامه‏نگاران را 
وسوسه کند تا اطلاعات تأییدنشده را برای پیشی گرفتن از رقبا 
منتشر کنند، اما این امر خطر گسترش اطلاعات نادرست را 
به همراه دارد. رویترز و آسوشــیتدپرس الزام کرده‏اند که تمام 
محتوای شبکه‏های اجتماعی همان بررسی دقیق واقعیت را 
که در گزارشــگری سنتی اعمال می‏شود، طی کند و حداقل 
دو منبع معتبر برای تأیید نیاز است. اصل طلایی است است: 
در شرایط جنگی که آشوب و هرج‏ومرج و ناامنی خطری برای 
همگان است، با احتیاط از شبکه‏های اجتماعی استفاده کنید. 
اگر تولیدکننده محتوا هستید ســرعت و هیجان دیده‏شدن 
را فدای دقت و صحت نکنیــد و اگر مخاطب و دریافت‏کننده‏ 
محتوا هســتید، پس از مراجعه به مراجع و کانال‏های رسمی 

رسانه‏های اصلی به ارزیابی موقعیت و شرایط بپردازید.

  فضای غبارآلود اطلاعاتی را پایش کنید �
بــا فراگیــری ابزارهای هوشــمند و محبوبیــت پلتفرم‏ها و 
شبکه‏های اجتماعی، ابزار اطلاع‏رسانی همگانی‏تری در اختیار 

افراد قــرار گرفته و کاربران نیز اهمیت، کاربرد این رســانه‏های 
نوپا را زندگی‏شــان پذیرفته‏اند. بااین‏حال در شــرایطی جنگی 
توجه‏ها به این رسانه‏ها و به‏اصطلاح شهروندخبرنگاران بیشتر 
جلب می‏شــود. ســازمان‏های رســانه‏ای بــزرگ و معتبر مانند 
آسوشیتدپرس و رویترز تیم‏های تأیید اختصاصی برای تحلیل 
محتوای تولیدشده توســط کاربران در تیک‏تاک، اینستاگرام، 
تلگــرام و ایکس )توئیتر( ایجاد کرده‏اند و هر عکس و ویدئو را از 
نظر متادیتا، موقعیت جغرافیایی و زمان‏بندی بررسی می‏کنند. 
بی‏بی‏ســی و نیویورک تایمز تیم‏های جرم‏شناسی دیجیتال را 
در ســاختار خود ایجاد کرده‏اند که برای ردیابی منشأ و اصالت 
محتوای دیجیتال با آنها همکاری می‏کنند.  تأیید با ارزیابی منبع 
محتوا آغاز می‏شــود. خبرنگاران حرفه‏ای اعتبار ارسال‏کننده، 
زمینه انتشــار و حتی کوچک‏ترین شــواهد دال بــر تایید یا رد 
یک ادعا را ارزیابی کنند. ابزارهایی مانند جســت‌وجوی تصویر 
معکوس و نرم‏افزارهــای مکان‏یابی جغرافیایی به تأیید اصالت 
تصاویــر و ویدئوهــا کمک می‏کننــد. پروتکل‏هــای گاردین از 
روزنامه‏نگاران می‏خواهند که درجه اطمینان پشــت هر ادعا را 
افشا کنند و شفافیت را با مخاطبان تضمین کنند. اگر اصالت 
یک ویدئو تأیید‏پذیر نباشــد، تحریره‏ها از انتشــار آن خودداری 
می‏کنند یا بر آن »برچسب تأییدنشده« می‏زنند تا خطر باتولید 

اطلاعات نادرست کاهش یابد.
لایه دیگری از تأیید شــامل بررســی متقابل با منابع محلی 
است. در شــرایط جنگی، منابع محلی و شاهدان عینی برای 
ارائه زمینه و تأیید جزئیات ارزشــمندند. گرچه انتظار نمی‏رود 
کاربران عادی و شــهروندخبرنگاران با چنین دقتی دســت به 
راســتی‏آزمایی ادعاها بزنند، بااین‏حال اگر رســانه‏های جریان 
اصلی در کارشــان دقیق و حساب‏شده عمل کنند و به‏عبارتی 
جور شهروند خبرنگاران را به دوش بکشند، جز اثبات مرجعیت 
و فلســفه وجودی خــود، به کنتــرل و نظم‏بخشــی به فضای 
خبری و اطلاع‏رســانی درباره حــوادث و رویدادهای مرتبط با 
جنگ نیز کمک می‏کنند. با ترکیــب ابزارهای فناورانه و هوش 
انســانی، تحریریه‏ها می‏توانند محتوای شبکه‏های اجتماعی 
را به‌صورت دقیق‏تری پایش کننــد. بنابراین اصل طلایی این 
است؛ شــبکه‏های اجتماعی در شرایط جنگی همانند مانند 
اقیانوسی‏ مملو از خبرها، شایعات و ویدئوهای دستکاری‏شده، 
دیپ‏فیک‏ها و تصاویر خارج از زمینه‏اند. از رسانه‏ها، خبرنگاران 
و روزنامه‏نگاران انتظار می‏رود با اســتفاده از اصول و روش‏های 
اصیل و حرفه‏ای روزنامه‏نگاری، نبض جریان روایت‏ را در دست 

بگیرید. 

امنیت دیجیتال را جدی بگیرید �
در زمان جنــگ، امنیت دیجیتال به‏انــدازه ایمنی فیزیکی 
اهمیــت دارد. هکرهــا، بازیگــران دولتی و گروه‏هــای مخرب 
اغلــب حســاب‏های شــبکه‏های اجتماعــی روزنامه‏نــگاران را 
برای ســرقت اطلاعات حســاس، انتشــار پروپاگاندا یا ردیابی 
حــرکات آن‏ها هدف قرار می‏دهند. بــرای کاهش این خطرات، 
ســازمان‏هایی مانند بی‏بی‏سی و آسوشــیتدپرس آموزش‏های 
جامــع امنیت دیجیتــال ارائه می‏دهند که شــامل ارتباط امن، 
حفاظت از دستگاه‏ها و مدیریت رمزهای عبور است. با اینکه ما 
در ایران به‌دلیل شــرایط و محدودیت‏های جریان آزاد اطلاعات 
سال‏هاســت تز وی‏پی‏ان‏ اســتفاده می‏کنیم، احــراز هویت دو 
مرحله‏ای و برنامه‏های رمزگذاری‏شــده برای ارتباطات حساس 
در اغلب بنگاه‏ها و ســازمان‏های خبری رویه‏ای مرســوم است. 
کمیته حفاظت از روزنامه‏نگاران )CPJ( بر اهمیت ایمن‏ســازی 
دســتگاه‏ها قبل از ورود به مناطق جنگی تأکید دارد. اقدامات 
ســاده‏ای مانند غیرفعال کردن خدمات مکان‏یابی و رمزگذاری 
دیسک‏های سخت می‏تواند از ردیابی یا نقض داده‏ها جلوگیری 
کنــد. دســتورالعمل‏های آسوشــیتدپرس همچنیــن انتشــار 
به‏روزرســانی‏های مــکان در لحظه یــا جزئیات دربــاره حرکات 
همکاران را ممنوع می‏کند، زیرا این اطلاعات می‏توانند توسط 
بازیگران متخاصم بهره‏برداری شوند. حفاظت از منابع محلی به 
همان اندازه حیاتی است. پروتکل‏های گاردین به روزنامه‏نگاران 
توصیــه کرده از نام‌بردن افرادی که ممکن اســت خطری آنها را 
تهدیــد کند، خودداری کننــد و به‏جای آن از نام‏های مســتعار 
یا توصیف‏های ناشناس اســتفاده کنند. این اقدامات تضمین 
می‏کنند که استفاده از شبکه‏های اجتماعی ایمنی افراد حاضر 
در محــل را به‌خطر نیانــدازد. اصل طلایی این اســت: امنیت 
دیجیتال به‏انــدازه امنیت فیزیکی از حرفه و جان روزنامه‏نگاران 
و خبرنــگاران محافظت می‏کنــد. اعتبار حرفه‏ای رســانه‏ای را 
بــا اقداماتی ســاده و ابتدایــی می‏توان حفظ کرد و به رســالت 

آگاهی‏رسانی خود در شرایط جنگ و منازعه ادامه داد. 

محتوای حساس فضای مجازی را کنترل کنید �
شبکه‏های اجتماعی در زمان جنگ اغلب مملو از محتوای 
خشــن و آزاردهنده‏اند، از تصاویر اجســاد گرفتــه تا ویدئوهای 
بمباران یا روایت‏هایی از جنایات. درحالی‌که این مواد می‏توانند 
آگاهــی را افزایش دهنــد و جنایات جنگی را مســتند کنند، 
خطراتی مانند بی‏حساس‌کردن مخاطبان، نقض سیاست‏های 
پلتفرم یا ایجاد آسیب روانی را به همراه دارند. دستورالعمل‏های 
بی‏بی‏سی بیان می‏کنند که محتوای خشن تنها در صورتی باید 
منتشر شود که به‏طور قابل‏توجهی درک عمومی را افزایش دهد 

و باید با هشدارهای واضح محتوایی همراه باشد. 
پلتفرم‏هایی مانند تیک‏تاک و اینستاگرام در مدیریت محتوای 
جنگی اغلب با استانداردهای دوگانه عمل می‏کنند. به‏ این صورت 
که تصاویر و ویدئوهای مســتند مربوط به جنایات یک‌طرف )در 
اغلب موارد اسرائیل( را به دلایل زیادی که پرتکرارترین آن »نقض 

دســتورالعمل‏های پلتفرم درباره خشونت« است، حذف می‏کند 
و همین هم باعــث اعتراض‏های گروه‏هــا و انجمن‏های طرفدار 
آزادی‌بیان و مدافعان حقوق بشر شده است. سازمان‏های خبری 
به‏طور معمول پس از راســتی‏آزمایی و صحت‏سنجی محتواهای 
خود و کاربران پروتکل‏هایی برای آرشــیو امن محتوای حســاس 
تدویــن کرده‏اند تا اطمینــان حاصل کنند که ایــن محتواها در 
دسترس باقی می‏مانند. روزنامه‏نگاران همچنین باید تأثیر روانی 
محتوای خشــونت‏آمیز و حســاس بر مخاطبان و خودشان را در 
نظــر بگیرند. این‏گونه محتواها در شــبکه‏های اجتماعی به‏وفور 
در دســترس اســت و اگر آگاهانه با آن برخورد نشود، پیامدهای 
زیــادی برای ســامت روح و روان دارد. اصل طلایی این اســت؛ 
خبرنگاران و روزنامه‏نگاران در معرض تصاویر خشن به‏طور منظم 
بررسی‏های ســامت روان انجام دهند. این رویه‏ در سازمان‏های 
خبری معتبر جهان پذیرفته شده است. رسانه‏ها با اولویت‏بندی 
اشتراک‏گذاری محتوای واقعی، کم‏خطر و آگاهی‏بخش می‏توانند 
اعتماد مخاطبان خود را جلب و آسیب‏های احتمالی ناشی از نشر 
و بازنشــر گسترده محتوای مرتبط با جنگ و درگیری را در فضای 

مجازی را به مخاطبان گوشزد کنند. 

با مخاطبان مسئولانه تعامل کنید �
ماهیت تعاملی شــبکه‏های اجتماعی به روزنامه‏نگاران امکان 
می‏دهــد تا بــه روش‏هایی بــا مخاطبان ارتبــاط برقــرار کنند که 
رسانه‏های سنتی قادر به انجام آن نیستند. نظرسنجی‏ها، جلسات 
پرســش و پاســخ و داســتان‏های شــخصی می‏توانند درگیری‏ها 
را انســانی کننــد و همدلی را تقویــت کنند. با این حــال، تعامل 
چشم‏بســته و بدون هدف خطراتی را نیز به همــراه دارد. ترول‏ها، 
ربات‏ها و اکانت‏های ناامن ممکن اســت با سوءاستفاده یا تقطیع 
روایت‏ها و وارونه‏سازی حقایق فضای مجازی را از اطلاعات نادرست 
پر کنند و فضای قطبی‏شــده‏ای راه بیاندازنــد که کاربران را ناامید 
یا بدگمان کند. ســازمان‏های رســانه‏ای معتبر بــه روزنامه‏نگاران 
توصیه می‏کنند که از پاســخ به نظرات تحریک‏آمیز خودداری و از 
هرگونه تعاملی که منجر به تقویت روایت‏های تفرقه‏افکن می‏شود، 
دوری کننــد. در عــوض، آن‏ها توصیه می‏کنند کــه بر گفت‏وگوی 
سازنده، مانند پاسخ به ســؤالات مخاطبان یا به اشتراک گذاشتن 
به‏روزرســانی‏های تأییدشده، تمرکز کنند. اصل طلایی این است:‏ 
از روایت داستان‏‏گونه برای برجسته کردن تجربیات انسانی به‏ویژه 
غیرنظامیان تحت تأثیر جنگ و درگیری، همبستگی ملی و انسجام 
داخلی را افزایش می‏دهد. سعی کنید با بیان درست، لحن مناسب 
و شرح ابعاد انسانی وقایع، برای امیدآفرینی و آرام‏تر کردن مخاطبان 
و کاربران اســتفاده کنید. با تقویت تعامل معنــادار، روزنامه‏نگاران 
می‏توانند با اطلاعات نادرست مقابله کرده و عمومی آگاه‏تر ایجاد 
کنند. بنابراین رســانه‏های باید اســتراتژی شــبکه‏های اجتماعی 
بــرای خود تدوین و پیش مشــخص کنند که از کــدام پلتفرم‏ برای 
چه منظوری اســتفاده شود. تلگرام و ایکس برای به‏روزرسانی‏های 
لحظه‏ای ایده‏آل اســت، درحالی‌که اینستاگرام در داستان‏سرایی 

بصری مزیت و برتری‏هایی نسبت به دیگر پلتفرم‏ها دارد.

سخن آخر �
واقعیت این است که کشور ما با هجومی آشکار روبه‏روست؛ 
هجومی که نه‏تنها مرزهای جغرافیایی که بنیان‏های امنیت ملی 
و آرامش روانی جامعه را هدف گرفته اســت. در این میان، نقش 
رسانه‏ها و مسئولیت فعالان این حوزه سنگین‏تر و حساس‏تر از هر 
زمان دیگری‏ اســت. روایت دقیق، درست و مسئولانه از تحولات 
جاری، حالا به رسالتی بی‏بدیل برای روزنامه‏نگاران تبدیل شده 
است؛ رسالتی که در سایه تحولات فناوری و گسترش پلتفرم‏های 

دیجیتال، شکل و ابعاد تازه‏ای یافته است.
از یک‌ســو، رســانه‏های اجتماعی قواعد سنتی گزارشگری 
جنگ را دگرگون کرده‏اند؛ میدان روایت را گسترده‏تر، سرعت را 
بی‏سابقه‏تر و دسترسی به منابع و شاهدان را هموارتر ساخته‏اند. 
از ســوی دیگر، همین تحولات بســتری فراهــم کرده‏اند برای 
تعامل، مستندسازی و بازنمایی چندلایه از واقعیت. بااین‏حال، 
بهره‏بــرداری درســت و حرفــه‏ای از ایــن ظرفیت‏هــا نیازمنــد 
هوشیاری، آگاهی و تعهدی دوچندان است؛ چراکه کوچک‏ترین 
لغزش در این مسیر می‏تواند به تحریف واقعیت، تضعیف امنیت یا 

تشویش افکار عمومی بینجامد.
در چنیــن شــرایطی، پایبنــدی بــه اصــول اصیــل و 
استانداردهای حرفه‏ای روزنامه‏نگاری، حیاتی است. انتظار 
می‏رود رســانه‏ها و فعالان رســانه‏ای به وظیفــه اصلی خود 
وفادار بماننــد؛ همچنان کــه تاکنون نیز چنیــن بوده‏اند. 
دســتورالعمل‏ها و شیوه‏نامه‏های خبررســانی و گزارشگری 
در شــرایط جنگی نیز تابــع ملاحظاتی خاص‏ و اســتوار بر 
دو اصل بنیادین اســت؛ حفظ جان و سلامت گزارشگران، 
منابع و مخاطبان و تعهد به حقیقت، حقیقتی که می‏گوید 
خبررسانی دقیق، به‏موقع و درست همان است که در مسیر 
منافع عمومی و مصالح ملی است و نه هیچ چیز دیگری. در 
برهه کنونی، آگاهی نسبت به ظرفیت‏ها و تهدیدهای نهفته 
در شبکه‏های اجتماعی و درک نقش آن‏ها در شکل‏دهی به 
افکار عمومی در بستر جنگ تحمیلی، ضرورتی انکارناپذیر 
اســت. رســانه‏ها و خبرنگاران باید با تداوم آمــوزش، تولید 
محتوای معتبر و بازنشــر روایت‏های مســتند و سنجیده، به 
ارتقای ســطح آگاهی عمومــی، کاســتن از اضطراب‏های 
اجتماعی و تقویت تــاب‏آوری روانی جامعه کمک کنند. در 
میدان جنگ، جایی که گلوله‏ها جســم را نشانه می‏گیرند و 
روایت‏ها ذهن را، روزنامه‏نگار نه‌صرفاً شاهد وقایع، که نگهبان 
حقیقت است. تنها با این رویکرد است که می‏توان چراغ فهم 

و آگاهی را روشن نگاه داشت.

منتقد و نویسنده
سعید دهقانی

 سرعت شبکه‏های 
اجتماعی می‏تواند 
روزنامه‏نگاران را 

وسوسه کند تا 
اطلاعات تأییدنشده 
را برای پیشی گرفتن 
از رقبا منتشر کنند، 

اما این امر خطر 
گسترش اطلاعات 

نادرست را به همراه 
دارد. رویترز و 

آسوشیتدپرس الزام 
کرده‏اند که تمام 

محتوای شبکه‏های 
اجتماعی همان 

بررسی دقیق واقعیت 
را که در گزارشگری 
سنتی اعمال می‏شود، 
طی کند و حداقل دو 
منبع معتبر برای تأیید 

نیاز است

 در شرایط جنگی، 
منابع محلی و 

شاهدان عینی برای 
ارائه زمینه و تأیید 

جزئیات ارزشمندند. 
گرچه انتظار نمی‏رود 

کاربران عادی و 
شهروندخبرنگاران با 
چنین دقتی دست به 
راستی‏آزمایی ادعاها 

بزنند، بااین‏حال 
اگر رسانه‏های 

جریان اصلی در 
کارشان دقیق و 

حساب‏شده عمل 
کنند و به‏عبارتی جور 

شهروند خبرنگاران 
را به دوش بکشند، 

جز اثبات مرجعیت و 
فلسفه وجودی خود، 

به کنترل و نظم‏بخشی 
به فضای خبری و 

اطلاع‏رسانی درباره 
حوادث و رویدادهای 

مرتبط با جنگ نیز 
کمک می‏کنند


